**УВД Брестского облисполкома напоминает:**

**Будьте осторожны в глобальной сети!**

На территории республики отмечается значительный рост количества обращений граждан по фактам взлома страниц социальной сети «ВКонтакте», завладения мошенническим путем реквизитами банковских платежных карт (**номер карточки, дата действия, фамилия и имя владельца, код на обратной стороне карточки**) или реквизитами доступа к услуге **«интернет–банкинг»**, последующего хищения денежных средств. Всего по данным фактам только в Брестской области в 2017 году возбуждено более 100 уголовных дел.

В ходе электронной переписки, доверчивые граждане, предполагая, что общаются с тем лицом, кому принадлежит страница в соцсети (друзья, знакомые, родственники) передают **фотографии своих банковских платежных карт**, сообщают **свои паспортные данные**, **пароли доступа к интернет-банкингу**, **приходящие в СМС коды**, и не задумываясь о том, что страница может быть взломана и электронная переписка ведется со злоумышленником, предоставляют мошенникам возможность удаленно похитить денежные средства с банковского счета, абонентского номера, активировать банковские услуги, совершить с использованием реквизитов банковской платежной карты покупки в сети Интернет.

**Помните! Чтобы не стать жертвой преступления и сохранить свои денежные средства, не передавайте карточку третьим лицам, не сообщайте реквизиты банковской платежной карты, пароли доступа к интернет сервисам, сведения, поступающие на телефон в СМС.**
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